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Unit of Competencies 
 
1. Title Enact information system security audit plan 

 
2. Code ITSWIS513A 

 
3. Range Execute the information system security audit plan with due care on audit 

evidence for the organization 
[Information Security – Information System Audit] 

4. Level 5 
 

5. Credit 3 
 
 Performance Requirement 
6.1 Conduct the audit 

assignments 
according to the 
information system 
audit plan 

 

Be able to carry out the information system audit 
plan 
 
 
 
 

6.2 Gather sufficient, 
reliable and relevant 
evidence to achieve 
the audit objectives 

 

Be able to gather appropriate audit evidence 
 

6.3 Interpret and analyse 
the collected 
evidence to conclude 
the audit findings 

 

Be able to analyse audit evidence and draw 
findings and conclusions 
 

6.4 Record the process, 
the evidence, the 
findings and 
conclusions of the 
audit 

 

Be able to maintain proper records of the audit 
 
 

6. Competency 

6.5 Exercise the audit 
following appropriate 
professional 
standards and ethics 

Be able to ensure the information systems audit 
effectively achieves the audit objectives  
 
 
 

7. Assessment 
Criteria 

The integrated outcome UoCs requirements of this UoCs are the ability to 
conduct information system security audit effectively and professionally.  
 

Remark  
 

 


