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Competency  Performance Requirements  

1. Understand the technological needs of the organization 

 Be able to 
o identify relevant stakeholders associated the computer network applications 
o understand the needs and usages of the computer network applications within 

the organisation 
o select appropriate security domain viewpoints to address stakeholders' concerns 

 
2. Develop secure computer networking applications 

 identify and evaluate different networking tools and techniques 
 apply appropriate tools and techniques to develop applications that fulfil the needs of 

different stakeholders 
 ensure that the applications are complied with the cybersecurity policies of the 

organisation 

Assessment 
Criteria  

The integrated outcome requirements of this UoC is the ability to develop secure computer 
networking applications that fulfil the needs and abide to the organisation’s cybersecurity 
policies.  
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